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Purpose:  
To consider the impact of the GDPR on the College. 
 
Linked to Strategic Goal 5: Build Sustainability. 
 
Executive Summary:  
 
The General Data Protection Regulation (GDPR) (Regulation (EU) 2016/679) is a 
regulation by which the European Parliament, the Council of the European Union and 
the European Commission intend to strengthen and unify data protection for all 
individuals within the European Union (EU). It also addresses the export of personal 
data outside the EU. The GDPR aims primarily to give control back to citizens and 
residents over their personal data and to simplify the regulatory environment for 
international business by unifying the regulation within the EU.  It will replace the data 
protection directive (Directive 95/46/EC) of 1995. The regulation becomes 
enforceable from 25 May 2018 and has the potential to have significant impact on 
College operations. 
 
The overall scope of the GDPR is far greater than that of Directive 95/46, as are the 
penalties for breach or non-compliance.  In short: - 
 

• As a public authority, we must appoint a data protection officer (DPO), who 
must not have a conflict of interest in terms of the use of the data within the 
College (effectively, a mini-regulator). 

• The consent of individuals for the capture, use and retention of their personal 
data must be more explicit, as is the individual right “to be forgotten”. 

• Data Protection Impact Assessments have to be conducted when specific 
risks occur to the rights and freedoms of data subjects. 

• Enhanced accountability, with a move to “why we hold data” rather than just 
“what data we hold”. 

• Data protection must be designed into our data systems. 
• Fines for breach are now up to Eur 20M, or 4% of turnover, whichever is the 

greater. 
 
The attached guidance provided by UCSS gives more detail on the actions we must 
undertake to ensure compliance.  The College has already undertaken some initial 
work but, clearly, there is significant work to be done to ensure initial and ongoing 
compliance.   
 
In terms of awareness, a number of key staff have already attended training sessions 
and we intend to implement an e-learning module for completion by all staff prior to 
25 May 2018. 
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Of most significance, however, is the role of DPO and we are currently scoping 
whether a shared service proposal from UCSS would be the most appropriate 
solution. 
 
 
Recommendation:   
Board to discuss the implications on Borders College of the GDPR. 

Previous Committee Approvals: 
n/a 

For publication    ☒ For publication with redactions  ☐ Not for publication    ☐ 
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